
INFORMATION SECURITY DURING SANCTIONS EPOCH

LATEST OFFERS FROM RUSSIAN SOFTWARE AND HARDWARE
ENGINEERS 

The events of 2014 lead to the restrictions of importing a numbers of state-of-the-art technologies to our
country. Such restrictions have not left aside IT –industry. Thus, the legal regulations of the United States
made Microsoft, Oracle and Red Hat refuse from providing technical support to Russian in the sanctions
list, Apple and Google had to block the access of Crimea citizens to their application stores.

Under such circumstances it has become clear that Russia had to achieve the technological independence.
The Government of Russia set a task of import substitution as a priority. This  assumes a significant increase
in using Russian development.  

AIM Systems is working closely with leading Russian hardware and software developers, and the company
is in a position to offer its own information security solutions. 

We have established the partnership with Anna, Ideco, VOCORD, InfoWatch, InfoTecs, Kripto-Pro,
Security Code, Konfident, LAB PPS, Kaspersky Lab, S-Terra CSP, Cifrovye Technologii. Eleron, etc.

LATEST OFFERS

 Network security, VPN Continent

 Leaks Prevention, InfoWatch Traffic Monitor

 Attack detection, InfoWatch Targeted Attack Detector

 Automated incident monitoring, SIAM

 Workstation Security, InfoWatch Endpoint Security

 Process Control System Protection, InfoWatch Automated System Protector

 Servers, Data Storage Systems and Network Appliances, Huawei 

 Printboard Cases, AIS-K

 Servers, Data Storage Systems and Network Appliances, Lenovo
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